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I. MOTIVATION

Outlier or anomaly detection consists of detecting rare
events in a data set. When data is captured and processed
continuously in an online way they are considered as data
streams [1]. Due to the increasing number of sensors in
the most diverse areas and applications, streaming data is
currently generated from many different sources and there
is a huge rise in the availability of time-series data. It is a
central problem in many application areas such as time-series
forecasting, medical systems, industrial process monitoring,
telecommunications, sensors networks, internet traffic, and
others [2], [3]. These systems provide users with real-time
information and continuously seek to extract knowledge from
structures of unified analysis from massive data flows. Time-
series anomaly detection helps to monitor the different metrics
and parameters of industrial and corporate applications and
services in real-time. It supervises the time-series continuously
and sends alerts for probable risky events related to incidents
instantly [4]. Consequently, outlier detection of data streams
is a prominent research area in data mining [5], as well as an
important task in various industrial applications.

Industry 4.0 is an area where anomaly detection has been
increasingly applied to [3]. One of the challenges of Industry
4.0 is the detection of production failures, and defects [6].
New technologies aim to add value and increase process
productivity, but face difficulties performing complex and
massive-scale computing tasks due to the large amount of
data generated [7]. Many solutions presented in the literature
require knowledge of whole dataset processes and the systems
for modelling and making a series of initial assumptions.
These, in most cases, are not applicable [8]. Hence, traditional

anomaly detection techniques may not be a practical approach
to detecting anomalies in real-time streaming data series [9].

Beyond Industry 4.0, inspired by IoT, a new paradigm of
medical devices and applications is emerging. The Internet
of Medical Things, or IoMT, connects healthcare systems
through networks. The IoMT is recreating a crucial role in
the healthcare industry and can provide more flexible, accurate
and reliable medical care services.

For example, ensuring all multimodal data streams in an
ICU (Intensive Care Unit) are analysed as generated through
automated data processing can improve patient care. It can
also be helpful in medical research by systematically capturing
and integrating massive amounts of data to evaluate treatments
and interventions’ effects [10]. Therefore, the demand for
analysing, capturing, transmitting and storing health statistics
from multiple resources will increase sharply. The quality
and scale of traditional medical models can not meet the
necessity of IoMT applications and services [11]. As a result,
the medical domain faces challenges adapting to this new
paradigm’s constraints, like large amounts of physiological
data, managing device diversity, scale, performance, available
resources, and interoperability. In addition, IoMT needs real-
time processing and low power consumption.

Typicality and Eccentricity Data Analytic (TEDA) algorithm
has been presented as a possible solution for anomaly detection
with streaming algorithms [12]–[14]. It is based on a new
approach of outlier detection in a data stream context [15]. For
example, it can be applied to detect autonomous behaviour in
an industrial process operation. TEDA can be an alternative to
the statistical framework for analyzing most data as it does not
need prior information about the data distribution. It is very
suitable for non-stationary data (changes in distribution over
time) because it is an algorithm that can evolve, modelling
the data distribution over time as new data arrives. Another
essential TEDA aspect is that it is based on new metrics
founded on the similarity/proximity of data in the data space,
not in density or entropy, as per traditional methods.

Some essential aspects must be considered when choosing
an anomaly detection method, such as the computational effort
required to handle extensive streaming data. Since streaming
is dynamic, unknown and unlimited, the received informa-
tion needs to be stored and analyzed without compromising
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memory and run-time. Handling this type of data requires
three fundamentals: high-throughput, ultra-low-latency, and
low-power [16]–[21].

Present-day applications, whether in the industrial field,
medical field, or other fields, require real-time processing
of datasets that exceed the capacity of primary memory,
which poses a challenge for many applications. Traditional
data management systems using centralized structures could
not be able to process big datasets in a timely manner. To
achieve this, data transmission is done by streaming rather
than by data transfer. However, some important aspects need
to be considered when working with data streaming, such
as the computational effort to handle large data. Since the
passed information needs to be stored and analysed without
compromising memory and runtime. Two key developments
have emerged as critical considerations for these types of
applications: the ever-increasing volume of data that requires
processing and the growing significance of robust embedded
systems.

Real-time analysis stream data is critically dependent on
computational infrastructure. For example, the massive accu-
mulation of real-time data can overload traditional computing
systems due to the large amount of data generated by sensors,
as well as the requirement for intensive processing and high
performance. As a result, the ability to process massive
data flows from different sources at high speed is a critical
problem. Software-only approaches cannot keep up with the
growing computational demands of real-time analysis, given
the barriers to reducing latency in large volumes. In addition,
as the number of nodes increases to handle the ever-growing
amounts of data, performance is not scaled linearly [16], [20],
[21].

Considering the challenges presented, this work proposes a
specialized hardware architecture of TEDA in reconfigurable
computing using FPGAs for Real-Time Anomaly Detection of
Streaming Data. FPGA provides high performance with a low
operating frequency by exploring parallelism. Programmable
digital circuits on FPGAs offer the best compromise among
flexibility, performance, cost and time-to-market. The devel-
opment of the hardware technique allows systems to be made
even faster than their software counterparts. This extends the
possibilities of use, especially when time constraints are most
severe.

Reconfigurable computing is an emerging area that allows
the development of hardware architectures customised to
the algorithm. The main objective is to fit hardware to the
algorithm rather than the algorithm to hardware, as in the
traditional models where the algorithms are adapted to fit
the processor’s instructions. Complex algorithms with a high
degree of parallelisation may be inhibited regarding computa-
tional performance in a traditional model, as they often have to
shape themselves sequentially to the target hardware [22], [23].
Developing specialised hardware architecture has emerged
as an exciting alternative to overcome such bottlenecks as
algorithm delays, data handling capacity, traffic volume, and
system limits. This approach allows the creation of solutions

that can handle massive data processing while satisfying
essential requirements such as ultra-low-latency, low-power,
high-throughput, security, and ultra-reliable operations [24],
[25]. These features are essential for improving productivity
and quality in Industry 4.0 processes.

In IoMT field, hardware implementation for streaming ap-
plications can be used for monitoring and interpreting ICU
data, considering that in the IoMT paradigm, healthcare sys-
tems are recording a large amount of physiologic data contin-
uously. Specialised hardware offers an option to stream mul-
timodal time series data, combining EEG (electroencephalo-
gram), intracranial pressure, ECG (electrocardiogram), and
respiration rate. For example, a platform with reconfigurable
computing can enable real-time data analysis with automated
data processing. Even when monitoring large volumes of data,
thus improving ICU care by ensuring that multimodal data
streams are analysed as they are generated.

The motivation for this work is to accelerate the TEDA
algorithm for time-constrained applications, massive data, and
energy efficiency by using a hardware-based implementation
[26], [27]. To validate and synthesise the results, an FPGA
Virtex 6 xc6vlx240t-1ff1156 was used, which was chosen due
to its high performance and flexible architecture.

II. OBJECTIVES

The primary objective of this study is to develop a dedicated
hardware solution for outlier detection in streaming appli-
cations. These techniques have gained significant popularity
across various domains and applications in today’s society. The
proposed hardware architectures in this thesis will facilitate the
efficient utilization of the TEDA algorithm, with a specific
focus on achieving low latency, low power consumption, and
rapid response speed.

This thesis proposal aims to present a reference architecture
for Real-Time Anomaly Detection of Streaming Data (TEDA)
using reconfigurable computing with Field-Programmable
Gate Arrays (FPGAs). By leveraging dedicated hardware
resources, efficient management of time constraints can be
achieved. Additionally, the research aims to investigate the
impact of FPGA implementations, enabling the efficient de-
ployment of algorithms based on criteria such as low latency,
low power consumption, and high speed of response.

III. CONTRIBUTIONS

This work presents a hardware architecture for FPGA imple-
mentation of the TEDA technique. The FPGA’s low execution
time and data flow parallelization allows the TEDA algorithm
to be used in applications with significant data flow and pro-
cessing time constraints where the use of generic processors
such as CPUs does not meet the constraints imposed by some
applications. Therefore, the main contributions of this work
are:

1) Implementation of a specialised hardware architecture
for Real-Time Anomaly Detection of Streaming Data
(TEDA) using reconfigurable computing with FPGAs.
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2) Introduction of flexible, reconfigurable, and FPGA-
adaptable reference architecture.

3) Provision of lower and upper latency limits across var-
ious scenarios and resolutions.

4) Analysis of the area occupation based on the post-
synthesis results concerning the hardware in the FPGA.

5) Analysis of dynamic power based on the post-synthesis
results for different input sensor representations at their
maximum throughput.

6) Qualitative and quantitative analysis of the architecture’s
impacts on reducing latency and power consumption.

7) Synthesis and analysis of the architecture for two dif-
ferent application scenarios: industry 4.0 and Internet of
Medical Things (IoMT). The proposed implementation
holds the potential to assist various fields with significant
data flow and processing time restrictions, enabling
high-speed real-time data processing for specific appli-
cations.

These contributions aim to enhance the TEDA algorithm’s
performance and applicability by leveraging FPGA-based
hardware architecture, thereby addressing the unique require-
ments of applications with intensive data processing needs.

IV. RELEVANT RESULTS

The proposed design was validated and evaluated on FPGA,
with comprehensive implementation details provided and anal-
ysed. The design features a fully parallel input of N elements
and a 3-stage pipelined architecture to reduce the critical path
and optimize throughput.

Results regarding the hardware occupation, throughput, and
power efficiency were presented to validate the proposal. In
comparison to other software platforms, the design achieved a
speed improvement of up to 693 times, with a throughput of
up to 10.96 Mega Samples Per Second (MSPs) and a dynamic
power consumption of 16 mW.

Furthermore, bit-accurate simulation results are presented
for various application scenarios involving multiple sensors,
spanning from Industry 4.0 environments to the Internet of
Medical Things (IoMT).

This work is a pioneer in the hardware implementation of
the TEDA technique in specialised hardware.

A. Sandwich Doctorate Program

This thesis work received mobility funding from the
Coordenação de Aperfeiçoamento de Pessoal de Nı́vel Supe-
rior (CAPES), under the CAPES PrInt program, for a duration
of 12 months at King’s College London in London, United
Kingdom. The exchange was further extended for an additional
6 months as a visiting researcher, totalling 18 months. CAPES
PrInt is an internationalization program aiming to promote
the formation of international research networks and promote
the mobility of professors and students linked to graduate
programs abroad. Consequently, a significant portion of the
research was conducted at the Centre for Telecommunications
Research of King’s College London. This partnership between
UFRN and King’s College London, initiated through the

collaboration of researchers, was further strengthened through
the Sandwich program. Collaboration work was carried out
during the exchange with Professor Dr. Toktam Mahmoodi.

B. Publications

The authors have published the proposed hardware approach
presented in this work with the participation of international
collaborators in the following international journal:

1) IEEE Access: L. M. D. Da Silva et al., ”Hardware
Architecture Proposal for TEDA Algorithm to Data Streaming
Anomaly Detection,” in IEEE Access, vol. 9, pp. 103141-
103152, 2021, doi: 10.1109/ACCESS.2021.3098004.

Other results related to the development of solutions in
reconfigurable hardware have also been published during this
doctoral process. Here are the references for those works:

2) IEEE Access: L. M. D. Da Silva, M. F. Torquato
and M. A. C. Fernandes, ”Parallel Implementation of Re-
inforcement Learning Q-Learning Technique for FPGA,” in
IEEE Access, vol. 7, pp. 2782-2798, 2019, doi: 10.1109/AC-
CESS.2018.2885950.

3) Sensors: S. N. Silva, L. M. D. da Silva, L. A. Dias,
and M. A. C. Fernandes, ”Prediction Techniques on FPGA
for Latency Reduction on Tactile Internet”, in Sensors, vol.
22, no. 9, p. 3556, May 2022, doi: 10.3390/s22093556

These publications highlight the research outcomes and
contributions made in the field of reconfigurable hardware
during the doctoral process.

C. Thesis defense

The thesis document was written entirely in English, and
the defence was held on January 12, 2023. The evaluation
board was constituted by Professors Dr. Leonardo A. Dias
(University of Warwick), Dr. Luiz Affonso Guedes (UFRN),
Dr. Ignacio S. Gendriz (UFRN) and Dr. Sérgio N. Silva
(External).

D. Post Doctorate Program

At the conclusion of the Ph.D. program, the successful
completion of this thesis work led to the award of a Post
Doctorate position at the Federal University of Rio Grande
do Norte, Natal-RN, Brazil. I am currently engaged in re-
search and development activities at the Research and In-
novation Center in Information Technology (nPITI) within
the Metrópole Digital Institute (IMD) - UFRN. My work
primarily focuses on developing machine learning and artificial
intelligence solutions, which also involve hardware design
solutions.
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